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CASE STUDY #1 

SECTION 2- KEY CONCEPTS AND TERMINOLOGY 

Case Study 1: Internal Service Provider in a Large Corpora�on 
Scenario: XYZ Corpora�on is a mul�na�onal company with various business units, 
each requiring IT services tailored to their specific needs. The IT department within 
the corpora�on acts as an internal service provider. 
Roles and Responsibilities: The internal service provider, the IT department, has the 
following roles and responsibili�es: 

• Service Customiza�on: Understand the unique requirements of each business 
unit and tailor IT services to meet their specific needs. 

• Service Level Management: Develop SLAs in consulta�on with business units, 
ensuring that agreed service levels are consistently met. 

• Change Management: Handle changes in IT services, including so�ware 
updates, hardware upgrades, and network enhancements, ensuring minimal 
disrup�on to business units. 

• Customer Rela�onship Management: Build strong rela�onships with business 
units, gather feedback, and proac�vely iden�fy opportuni�es for 
improvement. 

• Resource Management: Efficiently allocate IT resources to meet the demands 
of various business units while controlling costs. 

 
 

Case Study 2: External Service Provider in IT Consul�ng 
Scenario: ABC Consul�ng is an external IT service provider, offering IT support and 
consul�ng services to mul�ple small and medium-sized businesses (SMBs) in various 
industries. 
Roles and Responsibilities: As an external service provider, ABC Consul�ng has the 
following roles and responsibili�es: 

• Service Agreement: Establish clear service agreements with each SMB client, 
specifying the scope of services, SLAs, and pricing. 
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• Incident and Problem Management: Swi�ly respond to incidents that disrupt 
client opera�ons and iden�fy and resolve underlying problems to prevent 
future incidents. 

• Security and Compliance: Ensure that client data and systems are secure and 
compliant with industry regula�ons and standards. 

• Scalability: Be prepared to adapt services to the evolving needs of SMB 
clients as they grow or face changing circumstances. 

• Customer Sa�sfac�on: Con�nuously gather feedback from clients to gauge 
sa�sfac�on and implement improvements. 

 
 
 

Case Study 3: Managed Cloud Service Provider 
Scenario: CloudCo is an external service provider specializing in managed cloud 
services, offering a range of cloud solu�ons to businesses of all sizes. 
Roles and Responsibilities: As a managed cloud service provider, CloudCo has the 
following roles and responsibili�es: 

• Infrastructure Management: Manage cloud servers, storage, and network 
resources, ensuring high availability and scalability. 

• Data Backup and Recovery: Implement robust backup and disaster recovery 
solu�ons to protect client data. 

• 24/7 Support: Offer round-the-clock support to address issues and maintain 
service availability. 

• Service Monitoring: Con�nuously monitor the performance of cloud services 
to detect and resolve issues proac�vely. 

• Cost Op�miza�on: Help clients op�mize their cloud costs by right-sizing 
resources and recommending efficient usage prac�ces. 

• Compliance: Ensure that clients' cloud environments are compliant with data 
protec�on and regulatory requirements, such as GDPR or HIPAA. 

These case studies highlight the diverse roles and responsibili�es of service 
providers in delivering IT services to organiza�ons, whether they are internal 
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departments serving a single organiza�on or external vendors catering to a broad 
client base. 
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CASE STUDY #2 
SECTION 3- ISO 20000:2018 REQUIREMENTS 

 
Case-Study on how ITIL processes and concepts can be leveraged to 
meet specific ISO 20000 requirements 
 
Scenario: Incident Management Integra�on for ISO 20000 Compliance 
Background: An organiza�on, XYZ Services, is in the process of implemen�ng ISO 
20000:2018 to enhance its IT service management prac�ces. One of the key 
requirements of ISO 20000 is effec�ve incident management to ensure �mely 
resolu�on of service disrup�ons and minimize their impact on users. 
ISO 20000 Requirement: ISO 20000 requires the establishment of a robust incident 
management process that includes the iden�fica�on, logging, categoriza�on, 
priori�za�on, and resolu�on of incidents. It also emphasizes the importance of 
maintaining records and analyzing incident data to iden�fy opportuni�es for 
improvement. 
Applica�on of ITIL Processes: In response to this ISO 20000 requirement, the IT 
team at XYZ Services decided to leverage ITIL incident management processes to 
achieve compliance efficiently and effec�vely. 
 
Steps Taken: 

1. Adop�on of ITIL Incident Management Framework: 

• XYZ Services adopted the ITIL incident management framework, 
aligning it with ISO 20000 requirements. This involved defining clear 
incident categories, crea�ng a standardized incident logging system, 
and establishing incident priori�za�on criteria. 

2. Integra�on of Incident and Problem Management: 

• Recognizing the synergy between incident and problem management (a 
concept from ITIL), XYZ Services integrated these processes. Incidents 
that were recurring or indica�ve of underlying problems were flagged 
for further analysis, aligning with ISO 20000's focus on con�nual 
improvement. 

3. Establishment of Service Desk Best Prac�ces: 
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• The organiza�on implemented ITIL best prac�ces for the service desk, 
ensuring a structured approach to incident handling. This included 
training service desk staff on incident categoriza�on, priori�za�on, and 
resolu�on based on ITIL guidelines. 

4. Performance Metrics and Repor�ng: 

• Leveraging ITIL's emphasis on metrics and repor�ng, XYZ Services 
established key performance indicators (KPIs) for incident management. 
These metrics aligned with ISO 20000 requirements for monitoring and 
evalua�ng the effec�veness of the incident management process. 

Results: 
• Improved Incident Resolu�on Times: By aligning with ITIL processes, XYZ 

Services saw a significant improvement in incident resolu�on �mes, mee�ng 
the ISO 20000 requirement for �mely incident resolu�on. 

• Proac�ve Problem Management: The integra�on of incident and problem 
management led to the proac�ve iden�fica�on and resolu�on of underlying 
issues, contribu�ng to a more stable IT environment. 

• Data-Driven Con�nual Improvement: The organiza�on used incident data 
and metrics to drive con�nual improvement, aligning with ISO 20000's 
emphasis on analyzing performance and making enhancements. 

This scenario demonstrates how ITIL processes, when strategically applied, can not 
only meet specific ISO 20000 requirements but also contribute to the overall 
effec�veness and efficiency of IT service management within an organiza�on. 
 

 

 
 


